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“Technology is neither good nor bad, nor is it neutral”

Kranzberg (1986)







Privacy protection?
• Exemptions to Privacy Act 1988 (Cth), no constitutional 

protection of human rights, no privacy tort, no relevant 

jurisprudence

• We need to consider and question:

– Privacy in public spaces

– Behavioural monitoring in public spaces

– Data linkage 

– Issues of consent / opt-out

– Concept of consent in increasingly connected censor 

society 







Information security

• IoT devices are notoriously insecure

• Provides a huge attack surface for malicious actors

• Interconnected nature of devices poses risks to 

infrastructure of smart cities

• Monetised data with commercial value will entice 

malicious actors

• Information storage and security, by design

– Siloed information storage and defensive security 

architecture
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