
 

 

 

Cyber Security for Non-Cyber 
Professionals 
Provided as a FREE course under a government subsidy 
through the Australian Information Industry Association 

This course will provide the 

knowledge and skills for 

non-cyber professionals to 

understand and manage 

for cyber risks and will 

provide practical measures 

to protect organisational 

assets. 
 

Evolve with QUTeX 
This ‘holistic’ cyber security course examines the ecosystem (internal and 

external to the organisation) and the impact on people, information, systems, 

processes, culture and physical surroundings. The key aim is to create a secure 

environment where businesses can remain resilient in the face of cyber threats.  

This course assumes no technical experience or competence in cyber security 

management and is aimed at mid-senior level managers and professionals in 

digital-reliance organisations. 

At the end of this course, you will have an understanding of potential cyber-

threats and the relevant protective measures for your organisation. You will 

also gain the knowledge of an effective cyber security strategy and 

programme for cyber security awareness. 

Who should participate? 
This course is aimed at the ‘non-cyber’ professional who needs to develop a 

deep understanding of cyber security and to develop capabilities in the 

application of contemporary tools, techniques and approaches to cyber 

security.  

This course provides a practical ‘real-world’ approach to cyber security with 

dual aim of both risk mitigation and value creation. Importantly it is aimed at 

project and line managers who need to understand the importance of cyber 

security and apply best practices to ensure business continuity and effective 

organisational resilience.    

Core concepts 
• Develop an understanding of the importance of cyber security to an 

organisation through a ‘sense-making’ approach across different 

organisational contexts; 

• Develop understanding and skills to apply different cyber frameworks 

and approaches for sound decision making; 

• Develop understanding and skills to be able to undertake a Cyber Risk 

Assessment at multi-levels in the context of your organisation; and 

• Develop understanding and skills to apply contemporary cyber 

security practices with respect to within organisational networks, as 

well as external supply chains and ecosystems. Duration: approx. 20 hours  
of self-paced learning 

Cost: FREE (for limited time only) 
Standard Cost:  $660 (inc. GST) 

Apply Now 
Web:     QUT.edu.au/QUTeX 

Phone:   07 3138 7733 

Email:     qutex@qut.edu.au 

Blog:      blogs.qut.edu.au/qutex 

Note: Participants agree to be contacted by the AIIA to ensure you meet the 

eligibility requirements for the government subsidy including the completion of 

your personal skills profile assessment. Once approved by AIIA you will be 

emailed your access details for this course. 
 
 

Certificate of Achievement 
(Professional Practice) 
plus Silver Digital Badge  

In collaboration with 


